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Product Guide Specification

	Specifier Notes:  This product guide specification is written according to the Construction Specifications Institute (CSI) 3-Part Format, based on MasterFormat 2004 and The Project Resource Manual—CSI Manual of Practice. The Manufacturer is responsible for technical accuracy.

The section must be carefully reviewed and edited by the Architect or Engineer to meet the requirements of the project and local building code.  Words and sentences within brackets [ ] are choices to include or exclude a particular item or statement.  Coordinate this section with other specification sections and the Drawings.  Delete all “Specifier Notes” after editing this section.


ARCHITECTURAL AND ENGINEERING SPECIFICATION
SECTION 28 23 13
Video Surveillance Control and Management Systems
BOSCH RECORDING STATION APPLIANCE
PART 1 – GENERAL
1.1 SUMMARY
A. Section Includes

1. Section 28 23 23 – Video Surveillance Systems Infrastructure
B. Related Sections

1. Section [28 23 16 – Video Surveillance Monitoring and Supervisory Interfaces]

2. Section [28 23 23 – Video Surveillance Systems Infrastructure]
3. Section [28 23 29 – Video Surveillance Remote Devices]

**********Specifier’s note: Include those standards referenced elsewhere in this SECTION.
1.2 REFERENCES

A. Canadian Standards Association (CSA)

1. CAN/CSA E60950-1 Information Technology Equipment Safety.
B. European Norm

1. EN 60950-1:2006 + A11:2009
2. EMC Directive 204/108/EC

3. Interference immunity: 

a. Conformance with EN 50130-4

b. For Tower: To comply with EN50130-4 voltage interruption an external UPS is required. The UPS is not contained in the product. The UPS should be dimensioned for at least 960 VA.

4. Interference emission: EN 55022, Class A

5. Mains power fluctuations: EN 61000-3-2

6. Voltage fluctuations: EN 61000-3-3
C. Federal Communications Commission (FCC) (www.fcc.gov)

1. FCC CFR 47 part 15 class A – Telecommunications – Radio Frequency Devices – Digital Device Emission.
D. International Organization for Standardization (ISO)

1. 9001 – Quality System
E. Underwriters Laboratories, Inc. (UL) (www.ul.com)

1. UL 60950-1, 2nd Edition, Information Technology Equipment - Safety.
1.3 DEFINITIONS

A. BiCom: Bilinx Command Interface protocol that transfers command messages from a Bosch controller-based product to a pan/tilt/zoom device.

B. H.264: a video encoding and compression standard that uses block-oriented motion-compensation-based codec standard to significantly reduce the size of the video stream being transmitted.  This often provides substantial compression because in many motion sequences, only a small percentage of the pixels are actually different from one frame to another.

C. IPS: images per second; describes the frame rate of a video in a numerical value. The frame rate is the reciprocal value of an image interval.
Example: A video streams every 0.2s a new image, IPS = 1/0.2 = 5


D. LDAP: Lightweight Directory Access Protocol; an application protocol for querying and modifying data of directory services implemented in Internet Protocol (IP) networks.

E. MPEG4: a patented collection of methods defining compression of audio and visual (AV) digital data.
F. Disk on Module (DoM): Solid-state, non-volatile memory module that contains a backup image of the factory-default operating system and BRS software necessary for a full system recover.
G. RAID: Redundant Array of Independent Disks is a technology that employs the simultaneous use of two or more hard disk drives to achieve greater levels of performance, reliability, and/or larger data volume sizes.
H. SNMP: Simple Network Management Protocol is a component of the Internet Protocol Suite as defined by the Internet Engineering Task Force (IETF). SNMP is used in network management systems to monitor network-attached devices for conditions that warrant administrative attention


1.4 SYSTEM DESCRIPTION
A. The video recording and management system specified is an IP video security solution that provides seamless management of digital video, audio and data across an IP network. The video management system is designed to work with Bosch CCTV products as well as 3rd party cameras. Video from other sites may be viewed from single or numerous stations simultaneously at any time. Cameras, recording stations, and receiver stations for viewing only may be placed anywhere in the IP network.

B. The BRS Appliance is available as a: 

1. Stand-alone, all-in one tower PC 
2. Rack-mounted server unit 
C. Rack mount versions shall come with hardware-based RAID-5 disk redundancy. 

D. The BRS Appliance shall come pre-licensed for 8 IP cameras. 
1. Tower units support recording and playback.

2. Rack versions provide recording only, playback is possible via a separate ‘viewing station’ on a standard PC with BRS Viewer installed.
3. The BRS Appliance shall include the Windows 7 (32-bit) operating system preloaded and licensed. 
1.5 SUBMITTALS

A. Submit under provisions of Section [01 33 00.]

B. Product Data:

1. Manufacturer’s data, user and installation manuals for all equipment and software programs including computer equipment and other equipment required for complete video management system.
C. Shop Drawings; include

1. System device locations on architectural floor plans.

2. Full Schematic of system, including wiring information for all devices.

D. Closeout Submittals

1. User manual.

2. Parts list.

3. System device locations on architectural floor plans.

4. Wiring and connection diagram.

5. Maintenance requirements.

1.6 QUALITY ASSURANCE

A. Manufacturer:

1. Minimum of [10] years experience in manufacture and design Video Surveillance Devices.

B. Video Surveillance System:
1. This product shall be manufactured by a firm whose quality system is in compliance with the I.S. /ISO 9001/EN 29001, QUALITY SYSTEM.
C. Installer:

1. Minimum of [5] years experience installing Video Surveillance System.
1.7 DELIVERY, STORAGE AND HANDLING

A. Comply with requirements of Section 01 60 00.
B. Deliver materials in manufacture’s original, unopened, undamaged containers; and unharmed original identification labels.
C. Protect store materials from environmental and temperature conditions following manufacturer’s instructions.

D. Handle and operate products and systems according to manufacturer’s instructions.

E. Bosch provides off-the-shelf availability for our top selling products and same-day or 24-hour shipping.

1.8 WARRANTY

A. Provide manufacturer’s warranty covering 3 years for replacement and repair of defective equipment.
1.9 MAINTENANCE

A. Make ordering of new equipment for expansions, replacements, and spare parts available to dealers and end users.
B. Provide factory direct technical support from 8:00 a.m. to 8:00 p.m. via phone and e-mail.
PART 2 – PRODUCTS
2.1 MANUFACTURERS
A. Acceptable Manufacturer:
[Bosch Security Systems, Inc.

130 Perinton Parkway

Fairport, New York, 1450, USA

Phone: + 1 800 289 0096

Fax: + 1 585 223 9180

security.sales@us.bosch.com
www.boschsecurity.us]

[Bosch Security Systems B.V.

P.O. Box 80002

5600 JB Eindhoven, The Netherlands

Phone: + 31 40 2577 284

Fax: +31 40 2577 330

emea.securitysystems@bosch.com

www.boschsecurity.com]

[Robert Bosch (SEA) Pte Ltd, Security Systems

11 Bishan Street 21

Singapore 573943

Phone: +65 6571 2600

Fax: +65 6571 2698

apr.securitysystems@bosch.com

www.boschsecurity.com]
B. Substitutions: [Not permitted.] [Under provisions of Division 1.]

1. [All proposed substitutions must be approved by the Architect or Engineer professional.]

2. [Proposed substitutions must provide a line-by-line compliance documentation.]

2.2 Bosch Recording Station Appliance [BRS-TOW-1100A] [BRS-TOW-4100A] 
[BRS-RAC1-4100A] [BRS-RAC2-8100A] [BRS-RAC2-8200A]
A. General Characteristics
1. The BRS Appliance shall have The Bosch Recording Station software pre-installed. 

2. The BRS Appliance shall offer the following configurations: 

a. Stand-alone, all-in one tower PC 
b. Rack-mounted server unit 
3. The BRS Appliance comes pre-licensed for 8 IP cameras. 
a. Tower units support recording and playback.

b. Rack mount versions provide recording only. Playback is possible via a separate ‘viewing station’ operating on a standard PC with the no cost BRS Remote Receiver viewing software installed.
c. Rack mount versions shall come with hardware-based RAID-5 disk redundancy. 

d. Rack-mount models provide field-replaceable hard drives. 
B. Functions

1. The BRS Appliance shall contain a Disk-on-Module (DoM) solid-state memory module that contains a backup image of the factory-default operating system and BRS software necessary for a full system recover.
2. The system shall be an embedded, all-in-one IP Video Recording and Management system that provides “plug-and-play” iSCSI-based recording and management.
3. The BRS Appliance shall be installed with the Microsoft Windows 7 Ultimate Edition (32-bit) operating system.
4. The BRS Appliance Recording Station shall support the following monitoring functions:

a. SNMP

b. Remote Desktop (no video from MPEG and H.264 cameras)
c. HTTP monitoring

C. Recording Station

1. A recording station shall:

a. Record video.
b. Show and control live video from the local and from remote stations.
c. Playback recorded video from the local and from remote stations.
d. Trigger jobs like alarm recording or sending notifications.
e. Forward alarm video to remote stations.
f. Allow two (2) different pre- and post-alarm times for two (2) different events.

2. A receiver station, which does not record and manage video locally, shall:

a. Show and control live video from remote recording stations.
b. Playback and export recorded video from remote recording stations.
3. The video recording and management system shall allow one station to configure up to 200 different remote stations.

4. The video recording and management system shall allow one receiver station to connect up to 32 remote stations simultaneously.

D. General Requirements:

1. The video recording and management system shall allow live, recording and playback for up to 64 camera channels per station.
2. The video recording and management system shall allow live, recording and playback functionality of the following IP devices:

a. Bosch MPEG-4 devices

b. Bosch H.264 devices including 720p and 1080p HD devices
c. Axis MPEG-4 devices including 720p and 1080p HD devices
d. JPEG IP devices that support the HTTP/TFTP protocol and provide a fixed HTTP/TFTP-Link to the generated image including Megapixel devices with resolutions up to 2048x1536 (3 Megapixel) 
3. The video recording and management system shall auto-detect devices of category a., b. and c. with a device scan that scans the subnet of the station.
4. The video recording and management system shall allow live, recording and playback functionality of image IP devices with video image resolutions up to 2048x1536 pixels (3 Megapixel)

5. The video recording and management system can integrate analog cameras via encoding IP devices (also known as encoders or video servers) of category 2.2.B.2.a., b. or c 
6. The video recording and management system shall support login of users in LDAP (Lightweight Directory Access Protocol) groups.
E. Live Surveillance Requirements (Receiver Station):

1. The video recording and management system shall offer different display modes to optimize display under the following conditions:

a. Standard Definition (SD) Video (e.g. CIF) on SD Monitor (e.g. 1024 x 768 pixel resolution)

b. SD Video on widescreen Monitors (e.g. WUXGA: 1920 x 1200 pixels) 

c. High Definition (HD) Video on widescreen monitors

2. The video recording and management system shall offer widescreen image windows that display HD video without black bars.

3. The video recording and management system shall be capable of showing live video from different IP devices connected to different stations on one monitor.
4. The video recording and management system shall be capable of showing all live image windows in fullscreen mode, without the additional user interface controls like event list or tree control.

5. For all applicable resolutions the video recording and management system must not distort the video image when displaying it in an image window or in fullscreen mode.

6. The video recording and management system shall have an instant playback function that allows instant recall of recorded images from 2 to 300 seconds in the past to be replayed at the same rate the images were recorded. Live images continue to be simultaneously displayed along with the recorded images.

7. The video recording and management system shall sequence through all displayed cameras in fullscreen mode with a configurable dwell time.
F. Playback Requirements (Receiver Station):

1. The video recording and management system shall allow playback of the stored video in the forward or reverse direction, frame by frame, and from beginning or end of the clip using standard VCR-like buttons. 
2. The video recording and management system shall provide a graphical representation of the recorded video using a timeline with different tracks for each recorded devices.

3. The video recording and management system shall playback up to 30 recorded tracks simultaneously and synchronously from up to 30 different sources. 
4. The video recording and management system shall allow zooming of reviewed video clips or still images. 

5. The video recording and management system shall allow the images to be sent to a printer connected to the parallel port of the local station or to a network printer. 

6. The video recording and management system shall allow an image displayed in the image window to be saved as a single JPEG, BMP, or HTML file.
G. Exporting Video Images (Receiver Station):

1. The video recording and management system shall be capable of exporting video clips to a CD/DVD, network or USB drive.

a. Images shall be exported along with a stand-alone player. Playback of the exported images with the player will be possible from any Windows based PC. This proprietary format provides video authentication to assure that images are not altered in any way.
b. Images may also be exported in a format that can be played back with a default software program such as Windows Media Player.

2. The video recording and management system shall be capable of exporting up to 30 recorded tracks  from up to 30 different sources (e.g. Recording Stations)

3. The video recording and management system shall provide an export video scheduler function that allows previous days recorded video to be exported for back up to a designated target drive. Images from the current day can also be exported up to the time that the export program job is activated.
H. Remote Access via Web Browser

1. The  video recording and management system shall provide embedded Internet Web browser access that allows up to three (3) remote PCs using Windows Explorer 6.0 or higher to communicate with the video recording and management system via a network. 

2. The browser shall use a secure connection using log-on and authorization levels during transmission. 
3. Live Surveillance requirements via Web Browser: 

a. Display live video images in single or multi-screen format.
b. Display video as a single screen sequences.
c. Display status of the inputs will be displayed

d. Control remote relays.
e. Control compatible PTZ cameras.
4. Playback Requirements via Web Browser: 
a. The Web Browser client shall allow playback of the stored video in the forward or reverse direction, frame by frame, and from beginning or end of the clip using standard VCR-like buttons. 
b. The Web Browser client shall provide a graphical representation of the recorded video using a timeline with different tracks for each recorded devices.

c. The Web Browser client shall playback up to 32 recorded tracks simultaneously and synchronously from 32 different sources.

d. The Web Browser client shall allow zooming of reviewed video clips or still images. 

e. The Web Browser client shall allow the images to be sent to a printer connected to the parallel port of the local station or to a network printer. 
f. The Web Browser client shall allow an image displayed in the image window to be saved as a single JPEG, BMP, or HTML file.

I. Remote Access from another station (Remote Receiver or Recording Station)

1. The remote receiver station shall have the ability to display live and recorded video from any configured remote station.

2. The remote receiver station shall have the ability to display the database information from a remote station.

3. The remote receiver station shall be able to receive and record alarm video from the video recording and management system to its local drive
4. The access by another remote station in the network can be blocked by a connection password

5. The connection and the communication between different stations shall work in WAN (wide area network) low bandwidth environments (e.g. stable 1 Mbit/s DSL connection)

6. The video recording and management system shall provide bandwidth throttling which limits the traffic to and from another station. Reception rate and transmission rate can be set individually to values reaching from 32 Kbit/s to 1 Gbit/s. 
J. Alarm and Trigger Input Capability

1. The video recording and management system shall be capable of automatically displaying incoming camera alarms, with the option of displaying alarms when in playback mode. 
2. The video recording and management system shall allow the option to manually acknowledge an alarm to silence, or to delete an alarm. All alarm acknowledgements and deletions shall be saved to a log file.

3. The video recording and management system shall be capable of hiding a camera during normal operation, only to display the camera during an alarm when the camera is part of the alarm.

4. The video recording and management system shall have the capability to send an e-mail notification on the following events: an alarm, motion detection, video loss, or a reference image check failure.

5. The video recording and management system shall be capable of handling all N/O or N/C alarm inputs and relay outputs available in the network where 1 of those relays will be designated as a malfunction relay. The physical inputs and relays shall be part of the available IP devices.
6. The video recording and management system shall be capable of recording pre-alarm video on an alarm or motion detection for a time period from 0 to 1800 seconds. Post alarm recording time shall be selectable from 0 to 999 seconds. The video recording and management system shall be capable of having pre- and post-alarm video recorded from all compatible IP cameras (B.2.).

7. The video recording and management system shall be capable of transmitting live video images via a network upon an alarm or triggered event to a remote station that is running the specified manufacturer’s video recording and management system remote software program (receiver station). 
a. The video recording and management system shall maintain a list of remote sites in order of priority so that an attempt is made to establish communication with the first site on the list. 
b. If the attempt fails, the video recording and management system shall move to the next remote site on the list to establish connection.  
c. Once communication is established, the video recording and management system shall initially alert the operator at the remote station via a flashing icon and audible tone (or selected wav file) that an alarm has occurred. 
d. The operator shall then have the option to acknowledge the alarm and display the live video at the workstation. The video recording and management system shall also have the capability to be programmed to establish communication with multiple remote sites upon an alarm. 

8. The video recording and management system shall provide motion detection sensing of the connected Bosch IP cameras and encoders that have been programmed to detect video motion. 

9. The video recording and management system shall be capable of automatically commanding Bosch AutoDome pan/tilt/zoom cameras to move to preprogrammed preset positions. 

10. The video recording and management system shall provide 32 virtual alarm inputs that can be controlled via the browser interface to execute preprogrammed jobs within the video recording and management system such as controlling relay outputs, camera sequences, alarm recording, etc.

11. The video recording and management system shall interface to a Bosch G-Series Alarm Panel via an RS232 interface.
12. The video recording and management system shall interface to Adavantech ADAM6000 Series Ethernet I/O Modules. 
a. The video recording and management system shall support a minimum of 8 Ethernet I/O Modules per station.

b. The video recording and management system shall allow all configured inputs and relays to be used in a system application as any other input or relay (e.g. IP camera and encoder inputs)  

K. Video Recording and Management System Setup and Configuration

1. The video recording and management system shall provide the following two methods of system setup and configuration:

a. A Quick Configuration Wizard for users who want to create a basic system configuration in a minimum amount of time. The quick configuration shall allow the setup of the following system parameters:

1) Selection Receiver or Recorder software and activation of the software

2) Authorization levels and users
3) Setup of connections between local station and remote stations
4) Detect IP devices (Bosch H.264 and MPEG-4 cameras, AXIS MPEG-4 cameras) automatically in the subnet of the Recording Station

5) Select the devices that shall be added to the configuration

6) A graphical schedule planner to allow different recording qualities (resolution, frame rate, compression) to be assigned to different schedules up to a granularity of 15 minutes.
7) Assign basic recording settings for all IP devices to all schedules.

b. The video recording and management system shall provide a default (customized) configuration to allow for programming of more complex applications of the specified video recording and management system. A configuration menu shall be displayed in a Windows tree format to allow the user to create the system configuration setup by going from top to bottom of the menu and making the corresponding entries in the dialog boxes. The Default Configuration shall provide, but not be limited to, the following configuration selections:

1) Connection and disconnection of local and network hard drives. Displays total storage capacity, used storage capacity, and available storage.

2) Provide an overview of the IP devices managed by the local station including cameras and encoders. Allows addition, deletion, editing of IP devices, including H.264, MPEG-4 and JPEG IP cameras. Editing includes setup of pre-position scenes, motion detection, alarm inputs, relays and audio inputs.
3) Recording setup – On a camera by camera basis, allows setup of IPS rate and type of recording such as continuous, motion, or alarm. Schedules can be assigned to these setups.

4) A graphical schedule planner provides eight schedules that can be assigned to any day of the week, holiday, or special day.

5) One controllable IP relay can be configured to act as the malfunction relay. All internal error events will trigger this relay

6) Four alarm inputs can be used for alarm simulation purposes.

7) The video recording and management system is compatible with the Bosch G Series Panel to allow the selection of up to 32 software inputs from the panel.

8) Jobs may be created that are started by alarm input triggers, cameras using motion detection or reference image check, or a virtual input. Jobs can be assigned a schedule. Jobs created can 1) control up to 4 dome cameras 2) control relay outputs 3) start alarm recording.

9) Setup of connections between local station and remote stations.

10) The video recording and management system specified will transmit images and/or messages to other locations upon an alarm or trigger event.

11) Video authentication.
2. The video recording and management system shall support an optional feature that allows the system to:

a. Integrate with a Bosch ATM/POS Bridge.

b. Connect to an IP server that sends data (for example a POS server) and to record this data as metadata along with the camera image.
3. The video recording and management system shall offer an optional registry key to enable the system to change the connection type between the video recording and management system and Bosch Video over IP products from UDP to TCP for MPEG-4 and H.264 devices. (Note this feature is not available via the user interface.)

L. 
Camera Control

1. The video recording and management system shall provide Bosch IP BiCom camera control from local or remote recorders or via PC workstations running optional remote receiver software and /or using the Internet Explorer 6.0 or higher, Web Browser.

2. The video recording and management system will provide Bosch AutoDome camera control via Biphase, RS232, or Bilinx (coaxial cable). The Bosch AutoDome has to be connected to an encoder supporting the above mentioned protocols.
3. The video recording and management system shall provide an RS 232 port that supports Bosch, Panasonic, Pelco (D-Protocol) JVC, SAE, and Sensormatic/American Dynamics protocols.

4. The video recording and management system shall provide manual or automatic call-up to preset positions stored within Bosch AutoDome and other supported dome cameras.
M. System Administration

1. After initial installation of the video recording and management system, three (3) standard user authorization levels shall be automatically created. 

a. The first standard authorization level (Administrator) allows the user all the rights of the system including configuration and operation.

b. The second standard authorization level (Extended User) allows the user all operational rights - but no configuration capabilities except assigning new users to lower authorization levels.
c. The third standard authorization level (Normal User) has operational rights only, but can not configure the video recording and management system.
2. The video recording and management system allows creating more (custom) authorization levels with detailed permissions to each configuration page and each camera during operation.

3. The video recording and management system shall allow assigning new users to each authorization level.

4. The video recording and management system shall allow users in a new authorization level to multi-select cameras and enable/disable permissions for complete columns for live and playback video.

5. The video recording and management system shall provide a dual authorization feature where one user may only login to the system in conjunction with a second user.
6. The video recording and management system shall offer an optional licensing model that uses a USB dongle that provides a unique Computer Signature for hardware independence. 

7. The video recording and management system shall log events of who starts up or shuts down the system, who logs in or off, status changes, and images transmitted.
8. The video recording and management system shall automatically log out an active user after a configured time interval of inactivity.

N. External Archive

1. For exports the video recording and management system shall allow to select a NAS (network attached storage) as a target drive.
O. Integration with Bosch Security System Products

1. The video recording and management system shall integrate with Bosch MPEG-4/H.264 IP cameras
.

2. The video recording and management system shall integrate with Bosch H.264 and MPEG-4 encoders (video servers) 1.

3. The video recording and management system shall integrate with Bosch JPEG IP cameras1.

4. The video recording and management system shall integrate with the Bosch ATM/POS Bridge via TCP/IP.
5. The video recording and management system shall integrate with the DTP3N via RS232 (only EMEA).

6. The video recording and management system shall integrate with Alarm panel integration (intrusion, fire, access) 1.

7. The video recording and management system shall integrate with Digital I/O modules (max. 8 per BRS) 1.

8. The video recording and management system shall integrate with the Bosch Video Management System, versions 2.3 and 3.0.
P. Integration with 3rd Party Systems
1. The video recording and management system shall provide an SDK that allows 3rd party applications to access basic functions, e.g. get live and playback images of all connected cameras.

2. The video recording and management system shall integrate with Siemens' SiPass access control system.
3. The video recording and management system shall integrate with Lenel's OnGuard access control system.
4. The video recording and management system shall integrate with JPEG IP cameras from other manufacturers.

5. The video recording and management system shall integrate with any IP server using socket connections for communication.
Q. Technical Specifications
1. Electrical: 

a. 120 VAC Output:

1) BRS Tower
a) Actual output wattage from power supply: 170.52 W
b) Efficiency of power supply: 85%
c) Total system power consumption: 200.61 W
d) Total BTU/h: 684.70
e) Power Factor: .98
f) System AC input VA requirement: 204.71 VA
2) BRS 1 U rackmount

a) Actual output wattage from power supply: 202.72 W
b) Efficiency of power supply: 88%
c) Total system power consumption: 230.37 W
d) Total BTU/h: 786.24
e) Power Factor: .95
f) System AC input VA requirement: 242.49 VA
g) Input current: 2.02 A
3) BRS 2 U rackmount

a) Actual output wattage from power supply: 256.44 W
b) Efficiency of power supply: 88%
c) Total system power consumption: 291.41 W
d) Total BTU/h: 994.59
e) Power Factor: .95
f) System AC input VA requirement: 306.75 VA
b. 240 VAC Output:

1) BRS Tower

a) Actual output wattage from power supply: 170.52 W

b) Efficiency of power supply: 86%

c) Total system power consumption: 198.28 W

d) Total BTU/h: 676.74

e) Power Factor: .92

f) System AC input VA requirement: 206.54 VA

2) BRS 1 U rackmount

a) Actual output wattage from power supply: 256.44 W

b) Efficiency of power supply: 90%

c) Total system power consumption: 225.25 W

d) Total BTU/h: 768.77

e) Power Factor: .92

f) System AC input VA requirement: 244.83 VA

g) Input current: 1.02 A

3) BRS 2 U rackmount

a) Actual output wattage from power supply: 256.44 W

b) Efficiency of power supply: 90%

c) Total system power consumption: 284.49 W

d) Total BTU/h: 972.49

e) Power Factor: .92

f) System AC input VA requirement: 309.71 VA

2. Environmental

a. Operating Temperature:  +10 °C to +35 °C (+50 °F to +95 °F)

b. Non-operating Temperature: -40 °C to +70 °C (-40 °F to +158 °F)

c. Operating Relative Humidity: 8 to 90% (non-condensing)

d. Non-Operating Relative Humidity: 5 to 95% (non-condensing)
3. Mechanical

a. BRS Tower

1) Form Factor: Mid-Tower (731D-300)

2) Power Supply: 300 W high efficiency

3) USB Ports: Two USB 2.0 in rear

4) Network: Dual Intel® 82573 Gigabit LAN
5) Dimensions (H x W x D): 363 x 183 x 425 mm (14.25 x 7.25 x 16.75 in.)

6) Weight: 10.8 kg (23.8 lb)
b. BRS 19-inch 1 U (not available in APR)
1) Form Factor: 1 U Rack Mount (815TQ-R700)

2) Power Supply: 700 W Gold Level Redundant

3) USB Ports: Two USB 2.0 in rear

4) Network: Dual Intel® 82573 Gigabit LAN

5) Dimensions (H x W x D): 44.5 x 437 x 648 mm (1.7 x 17.2 x 25.5 in.)
6) Weight 16.3 kg (36 lb)
c. BRS 19-inch 2 U

1) Form Factor: 2 U Rack Mount (825TQ-R720)

2) Power Supply: 720 W Gold Level Redundant

3) USB Ports: 2 USB 2.0 in rear

4) Network:  Dual Intel® 82573 Gigabit LAN

5) Dimensions (H x W x D): 89 x 437 x 648 mm (3.5 x 17.2 x 25.5 in.)

6) Weight: 23.6 kg (52 lb)
PART 3 – EXECUTION
3.1 EXAMINATION
A. Examine areas to receive devices and notify adverse conditions affecting installation or subsequent operation.
B. Do not begin installation until unacceptable conditions are corrected.

3.2 PREPARATION

A. Protect devices from damage during construction.
3.3 INSTALLATION

A. Install devices in accordance with manufacturer’s instruction at locations indicated on the floor drawings plans.
B. Perform installation with qualified service personnel.
C. Install devices in accordance with the National Electrical Code or applicable local codes.

D. Ensure selected location is secure and offers protection from accidental damage.

E. Location must provide reasonable temperature and humidity conditions, free from sources of electrical and electromagnetic interference.

3.4 FIELD QUALITY CONTROL

A. Test snugness of mounting screws of all installed equipment.

B. Test proper operation of all video system devices.
C. Determine and report all problems to the manufacturer’s customer service department.
3.5 ADJUSTING

A. Make proper adjustment to video system devices for correct operation in accordance with manufacturer’s instructions.
B. Make any adjustment of camera settings to comply with specific customer’s need.
3.6 DEMONSTRATION
A. Demonstrate at final inspection that video management system and devices functions properly.
END OF SECTION






� Refer to the BRS Appliance datasheet for a complete list of supported products.
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